### Консультация для родителей

### «Угрозы, подстерегающие ребенка в сети Интернет»

Современно общество не представляет своей жизни без Интернета. Он является прекрасным источником для новых знаний, помогает в учебе, занимает досуг, но, в то же время, Сеть таит в себе много опасностей.  Так, какие опасности могут подстерегать нас?

**Депрессивные молодежные течения**. Ребенок может поверить, что шрамы – лучшее украшение, а суицид – всего лишь способ избавления от проблем.

**Наркотики**. Интернет пестрит новостями о “пользе” употребления марихуаны, рецептами и советами изготовления “зелья”.

**Сайты знакомств, социальные сети, блоги и чаты**. Виртуальное общение разрушает способность к общению реальному, “убивает” коммуникативные навыки.

**Секты**. Виртуальный собеседник не схватит за руку, но ему вполне по силам “проникнуть в мысли” и повлиять на взгляды на мир.

**Экстремизм, национализм, фашизм,** представители которых заманивают в свои ряды новичков.

##### Нежелательный контент. Информация, непригодная для возраста ребенка. В реальности доступ детей к таким материалам ограничен, а в интернете открыт. В большинстве случаев это могут быть случайные переходы, ребенок туда не хотел попадать.

**Травля. Буллинг.** Это когда ребенку в социальных сетях отправляют какие-то неприятные изображения, шантажируют, оскорбляют, создают целые группы, чтобы гнобить его. Зачинщики таким способом просто развлекаются.

**Лица, которые хотят эксплуатировать детей** чаще всего представляются сотрудниками модельного агентства, рассказывают про кастинги, но не ищут встречи, а пытаются выманить у детей фото или видео в белье или обнаженном виде. И, когда отправляются такие материалы, начинается шантаж.

**Опасные агрегаторы фото и видео.** Сейчас много сервисов, где люди выкладывают различные видео о своей жизни. Дети и подростки часто размещают там материалы эротического характера.

**Площадки-шпионы.** Также существуют сообщества, которые собирают компрометирующие фото, видео, надписи в виде скриншотов. Мы не знаем, куда утечет выложенная нами информация, поэтому каждый раз нужно тщательно думать, нажимая кнопку «опубликовать».

**Что же делать?**

В первую очередь — рассказывать детям об опасностях Интернета, объяснять, что можно, а что нельзя, к каким последствиям могут привести необдуманные действия. Следует поднимать даже самые неприятные темы. Лучше, если вы поговорите с ребенком раньше, чем он найдет ответы на свои вопросы сам, методом проб и ошибок, иногда очень травматичных для его психики.
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